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1. Introduction  

Regulation (EU) 2023/1114 of the European Parliament and of the Council, of 31 May 
(hereinafter, “MiCA”), is fully enforceable from 30 December 2024 (notwithstanding the 
transitional regime set out in its Article 143.3, which end has been established by the CNMV 
for 31 December 2025). 

Thus, competent national authorities are obliged, since 30 December, to exercise the powers 
attributed to them, among others, by Title VI of the MiCA related to the prevention and 
prohibition of market abuse, making use to such effects of the powers provided in Chapter 1 
of Title VII of the European regulation. 

Article 251.h of Spanish Law 6/2023, of 17 March, on Securities Markets and Investment 
Services appoints the CNMV as the competent authority responsible for the supervision of 
compliance with MiCA, without prejudice to the powers of the Bank of Spain with regard to 
issuers of electronic money and asset referenced tokens. 

Among other aspects, the entry into force of MiCA requires the CNMV to establish 
mechanisms for the reception of information regarding the reporting of executed transactions 
and the reporting of suspicious transactions. This document describes those temporarily 
established until the implementation of the definitive IT solutions, which will be 
communicated by the CNMV with sufficient time in advance. 

 

2. Transaction Reporting  

In regard to transaction reporting, and in application of the powers granted to the National 
Competent Authorities by section 1.a of Article 94 of MiCA and in line with the provisions of 
Article 68. 9, entities qualified by the CNMV to provide crypto-asset services, whether 
authorised under Article 60 or Article 63 of MiCA, must submit every month a list of crypto-
asset transactions undertaken on their own account or on behalf of their clients. Such data 
shall be provided in two different files, the first one (TOTAL) with details of all transactions 
and the second one including additional information for transactions reported in the previous 
one that have been undertaken in a distributed ledger network (ONCHAIN).  

The files must include, at least, along with the transactions undertaken on their own account, 
all those carried out on behalf of clients as a result of the provision of services stipulated under 
numbers 19 and 20 (exchange of crypto-assets for funds or other crypto-assets); 21 (order 
execution); 23 (reception and transmission of orders); 25 (management of crypto-asset 
portfolios); and 26 (crypto-asset transfer services) of point 1 of Article 3 of MiCA. The 
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information to be submitted in each type of file is detailed in Annexes I (TOTAL) and II 
(ONCHAIN) of this document. Annex III describes the formats to be applied when completing 
the fields in both files. All three annexes are based on the MICA standards being developed. 

Subject entities must submit files no later than the 15th of each month, or the next business 
day should it fall on a public holiday, containing the details of transactions undertaken during 
the previous month, through the area enabled on the CNMV's virtual office 
(https://sede.cnmv.gob.es/SedeCNMV/SedeElectronica.aspx), completing the procedure under 
the title “Any document, request or communication addressed to the CNMV”, indicating as the 
subject “TR MICA” and indicating the CNMV’s Secondary Market Department as the recipient. 
The entity’s contact person shall be deemed to be whoever submits the information, unless a 
different person is identified in the body of the communication. 

The files format shall be text delimited by commas (.csv) and shall be sent compressed in zip 
(.zip) following the indicated below naming convention: 

[LEI]_[FILE_TYPE]_[YYYYMM] 

Where: 

[LEI] LEI code of the reporting entity 

[FILE_TYPE] may adopt the following values: TOTAL or ONCHAIN according to the 
information contained in the file. 

[YYYYMM] Year and month to which the information refers. 

An example of a name is provided below: 

959800T639PU4KJ4XG04_ONCHAIN_202501 

The files must be submitted monthly, submitting empty files in cases where the subject entity 
has no information to include. 

 

2. Reporting of suspicious transactions 

With regard to the reporting of suspicious transactions, those obliged by Article 92 of MiCA 
must do so by e-mail, detailing the relevant aspects of the transaction, to the following e-mail: 
STOR_MICA@cnmv.es. Submitted reports must include the contact information of the person 
at the submitting entity who can be contacted by the CNMV to require any additional 
information, if needed.
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Annex I. Fields to be submitted in the TOTAL file  

 

Field 

No. 

FIELD CONTENT TO BE RECORDED Details on transaction data to be 

provided 

1 Transaction status Indication as to whether the transaction is new or a cancellation. ‘NEWT' – New 

‘CANC’ - Cancellation 

2 Transaction Record Number Identification number that is unique to the executing firm for each record  {ALPHANUM-52} 

3 Trading platform for crypto-

asset transaction 

identification code  

This is a number generated by the trading platform for crypto-asset and disseminated to both the buying and the 

selling parties in accordance with Article 16 of [RTS under Article 76 of Regulation (EU) 2023/1114]. Where 

relevant, the transaction hash or other identification alphanumerical string which is automatically generated on 

the DLT that enables to uniquely identify a specific transaction.  

{ALPHANUM-52} 

4 Executing entity 

identification code 

Code used to identify the entity executing the transaction. {LEI} 

5 CASP covered by MiCA Indicates whether the entity identified in Field 4 is a crypto-asset service provider subject to Regulation (EU) 

2023/1114. 

‘true’- yes 

‘false’- no 

6 Buyer identification code Code used to identify the acquirer of the crypto-asset.  

 

Where the buyer is a legal entity, the LEI code of the acquirer shall be used. 

Where the buyer is a natural person, the identifier specified in Article 9 of this Regulation. 

Where the order was transmitted for execution within the meaning of Article 1(3) (a) to a firm performing crypto-

asset services outside of the Union, the MIC code of the platform or the LEI or equivalent identifier referred to in 

Article 14 of the firm shall be used. 

If the crypto-asset service provider executes the transaction on a trading platform located in a third country, the 

LEI of the buyer shall be recorded for entities eligible for LEIs or the National ID for entities that are not eligible for 

LEIs.   

 

‘INTC’ shall be used to designate an aggregate client account within the crypto-asset service provider in order to 

report a transfer into or out of that account with an associated allocation to the individual client(s) out of or into 

that account respectively.  

  

{LEI} 

{MIC} 

{NATIONAL_ID} 

'INTC’  

7 Country of the branch of the 

crypto-asset service provider 

for the buyer 

Where the buyer is a client, this field should identify the country of the branch that received the order from the 

client or made an investment decision for a client in accordance with a discretionary mandate given to it by the 

client as required by Article 16. 

Where this activity was not conducted by a branch this should be populated with the country code of the home 

Member State of the crypto-asset service provider or the country code of the Member State where the crypto-

{COUNTRYCODE_2} 
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asset service provider has established its registered office. 

  

8 Buyer - first name(s)  Full first name(s) of the buyer. In case of more than one first name, all names shall be included in this field 

separated by a comma. 

{ALPHANUM-140} 

9 Buyer - surname(s)  Full surname(s) of the buyer. In case of more than one surname, all surnames shall be included in this field 

separated by a comma. 

{ALPHANUM-140} 

10 Buyer - date of birth Date of birth of the buyer. {DATEFORMAT} 

11 Buyer decision maker code Code used to identify the person who makes the decision to acquire the crypto-asset. 

Where the decision is made by a crypto-asset service provider, this field shall be populated with the identity of the 

crypto-asset service provider rather than the individual making the investment decision. 

Where the decision maker is a legal entity, the LEI code of the decision maker shall be used. 

Where the decision maker is a non-legal entity, the identifier specified in Article 9 shall be used. 

{LEI} 

{NATIONAL_ID} 

12 Buy decision maker - First 

Name(s) 

Full first name(s) of the decision maker for the buyer. In case of more than one first name, all names shall be 

included in this field separated by a comma. 

{ALPHANUM-140} 

13 Buy decision maker – 

Surname(s) 

Full surname(s) of the decision maker for the buyer. In case of more than one surname, all surnames shall be 

included in this field separated by a comma. 

{ALPHANUM-140} 

14 Buy decision maker - Date of 

birth 

Date of birth of the decision maker for the buyer. {DATEFORMAT} 

15 Seller identification code Code used to identify the disposer of the crypto-asset.  

 

Where the seller is a legal entity, the LEI code of the disposer shall be used. 

Where the seller is not a legal entity, the identifier specified in Article 9 shall be used.  

 

Where the order was transmitted for execution within the meaning of Article 1(3) a) to a firm performing crypto-

asset services outside of the Union, the MIC code of the platform or the LEI of the firm shall be used. 

If the crypto-asset service provider executes the transaction on a trading platform located in a third country, the 

LEI of the seller shall be provided for entities eligible for LEIs or the National ID for entities that are not eligible for 

LEIs.   

 

‘INTC’ shall be used to designate an aggregate client account within the CASP in order to record a transfer into or 

out of that account with an associated allocation to the individual client(s) out of or into that account respectively.  

{LEI}  

{MIC}  

{NATIONAL_ID}  

‘INTC’ 

16 Country of the branch for the 

seller 

Where the seller is a client, this field should identify the country of the branch that received the order from the 

client or made an investment decision for a client in accordance with a discretionary mandate given to it by the 

client as required by Article 16. 

 

Where this activity was not conducted by a branch this should be populated with the country code of the home 

{COUNTRYCODE_2} 
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Member State of the crypto-asset service provider or the country code of the country where the crypto-asset 

service provider has established its head office or registered office (in the case of third country firms). 

17 Seller - first name(s)  Full first name(s) of the seller. In case of more than one first name, all names shall be included in this field 

separated by a comma. 

{ALPHANUM-140} 

18 Seller - surname(s)  Full surname(s) of the seller. In case of more than one surname, all surnames shall be included in this field 

separated by a comma. 

{ALPHANUM-140} 

19 Seller - date of birth Date of birth of the seller {DATEFORMAT} 

20 Seller decision maker code Code used to identify the person who makes the decision to sell the crypto-asset. 

Where the decision is made by a crypto-asset service provider, this field shall be populated with the identity of the 

CASP rather than the individual making the investment decision. 

Where the decision maker is a legal entity, the LEI code of the decision maker shall be used. 

Where the decision maker is a non-legal entity, the identifier specified in Article 9 shall be used. 

{LEI} 

{NATIONAL_ID} 

21 Sell decision maker - First 

Name(s) 

Full first name(s) of the decision maker for the seller. In case of more than one first name, all names shall be 

included in this field separated by a comma 

{ALPHANUM-140} 

22 Sell decision maker – 

Surname(s) 

Full surname(s) of the decision maker for the seller. In case of more than one surname, all surnames shall be 

included in this field separated by a comma 

{ALPHANUM-140} 

23 Sell decision maker - Date of 

birth 

Date of birth of the decision maker for the seller {DATEFORMAT} 

24 Transmission of order 

indicator 

‘true’ shall be populated by the transmitting firm within the transmitting firm’s report where the conditions for 

transmission specified in Article 11 were not satisfied 

‘false’ – in all other circumstances 

‘true’ 

‘false’ 

25 Transmitting firm 

identification code for the 

buyer 

Code used to identify the firm transmitting the order  

This shall be populated by the receiving firm within the receiving firm’s report with the identification code 

provided by the transmitting firm. 

{LEI} 

26 Transmitting firm 

identification code for the 

seller 

Code used to identify the firm transmitting the order.  

This shall be populated by the receiving firm within the receiving firm’s report with the identification code 

provided by the transmitting firm   

{LEI} 

27 Trading date time Date and time when the transaction was executed. 

 

For transactions not executed on a trading venue, the date and time shall be when the parties agree the content 

of the following fields: quantity, price, currencies in fields 31, 34 and 44, instrument identification code, instrument 

classification and underlying instrument code, where applicable. For transactions not executed on a trading 

venue the time recorded shall be at least to the nearest second. 

Where the transaction results from an order transmitted by the executing firm on behalf of a client to a third party 

where the conditions for transmission set out in Article 11 were not satisfied, this shall be the date and time of the 

transaction rather than the time of the order transmission. 

{DATE_TIME_FORMAT} 
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28 Trading capacity Indicates whether the CASP undertaking the transaction is carrying out matched principal trading, as defined 

under Article 3(1), point 40 of Regulation (EU) 2023/1114 or exchange of crypto-assets for funds as defined under 

Article 3(1), point 19 of Regulation (EU) 2023/1114.  

Where the transaction does not result from the executing firm carrying out matched principal trading or through 

exchange of crypto-assets for funds, the field shall indicate that the transaction was carried out under any other 

capacity. 

‘DEAL’ - Exchange of crypto-assets for 

funds or other crypto-assets 

‘MTCH’ - Matched principal 

‘AOTC’ - Any other capacity 

29 Quantity   The number of units of the crypto-assets or the monetary value of the crypto asset. 

If the price is expressed in sub-components of that crypto-asset, it shall be nonetheless recorded in decimal 

notation of the price expressed in units of that crypto-asset. 

The information reported in this field shall be consistent with the values provided in fields 31 and 32. 

 {DECIMAL-18/17} in case the quantity is 

expressed as number of units 

{DECIMAL-18/5} in case the quantity is 

expressed as monetary or nominal 

value 

30 Quantity currency Currency in which the quantity is expressed. 

Only applicable if quantity is expressed as nominal or monetary value. 

The quantity shall refer to the crypto-asset units, even when the transaction is denominated in sub-components 

of that crypto-asset.  

Where the crypto-asset is traded in electronic money/e-money token, the Digital Token Identifier code shall be 

used. 

{CURRENCYCODE_3} 

{DTI} 

31 Price  Traded price of the transaction excluding, where applicable, commission, any other fee and accrued interest.  

If the crypto-asset is traded based on a currency pair the price shall express the quantity of the quote currency for 

one unit of the base currency.  

If the price is expressed in sub-components of that crypto-asset, it shall be nonetheless recorded in decimal 

notation of the price expressed in units of that crypto-asset Where price is recorded in monetary terms, it shall be 

provided in the major currency unit. Where price is not applicable, the value shall be ‘NOAP’. The information 

recorded in this field shall be consistent with the values provided in field 30. 

{DECIMAL-18/13} in case the price is 

expressed as monetary value  

{DECIMAL-11/10} in case the price is 

expressed as percentage or yield 

{DECIMAL-18/17} in case the price is 

expressed as basis points 

‘NOAP’ in case the price is not 

applicable 

32 Price Currency Currency in which the price is expressed (applicable if the price is expressed as monetary value). 

Where price of the crypto-asset is expressed in monetary terms and it is expressed in a currency pair, the currency 

pair in which the price for the crypto-asset related to the order is expressed shall be reported. The first currency 

code shall be that of the base currency and the second currency code shall be that of the quote currency. The 

quote currency determines the price of one unit of the base currency. The ISO currency code and the DTI short 

name as registered according to the ISO  24165-2 data elements for registration of the DTI shall be used to 

represent the fiat currency and the crypto asset respectively in the currency pair. 

{CURRENCYCODE_3}  

{DTI} 

{CURRENCYCODE_3} should be used for 

fiat currencies in a currency pair  

 {DTI_SHORT_NAME} should be used for 

crypto assets in a currency pair 

“NOAP” 

33 Trading platform for crypto-

asset 

Identification of the trading platform for crypto-asset where the transaction was executed. Use the ISO 10383 

segment MIC for transactions executed on a trading platform for crypto-asset. Where the segment MIC does not 

exist, use the operating MIC. Use MIC code ‘XOFF’ for crypto-assets admitted to trading, or traded on a trading 

platform for crypto-asset or for which a request for admission was made, where the transaction on that crypto-

{MIC}  
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asset is not executed on a trading platform for crypto-asset Use MIC code ‘XXXX’ for crypto-assets that are not 

admitted to trading or traded on a trading platform for crypto-asset or for which no request for admission has 

been made.. 

34 Country of the branch 

membership 

Code used to identify the country of a branch of the crypto-asset service provider whose trading platform for 

crypto-asset membership was used to execute the transaction. Where a branch’s trading platform for crypto-asset 

membership was not used, this field shall be populated with the country code of the home Member State of the 

crypto-asset service provider or the country code of the country where the firm has established its head office or 

registered office (in the case of third country firms). This field shall only be populated for the market side of a 

transaction executed on a trading platform for crypto-asset. 

{COUNTRYCODE_2} 

35 Up-front payment Monetary value of any up-front payment received or paid by the seller. Where the seller receives the up-front 

payment, the value populated is positive. Where the seller pays the up-front payment, the value populated is 

negative. 

{DECIMAL-18/5} 

36 Up-front payment currency Currency of the up-front payment. {CURRENCYCODE_3} 

{DTI} 

37 Complex trade component id Identifier, internal to the crypto-asset service provider, to identify all the transaction records related to the same 

execution of a combination of crypto-assets. The code must be unique at the level of the firm for the group of 

transaction records related to the execution. 

{ALPHANUM-35} 

38 Crypto-asset identification 

code  

Code used to identify the crypto-asset 

This field applies to crypto-assets for which a request for admission to trading has been made, that are admitted 

to trading or traded on a trading platform for crypto-asset.  

{DTI} 

39 Crypto-asset full name Full name of the crypto-asset. {ALPHANUM-350} 

40 Crypto-asset classification Taxonomy used to classify the crypto-asset. 

A complete and accurate CFI code shall be provided when available. 

ART 

EMT 

OT 

{CFI_CODE} 

41 Investment decision within 

the crypto-asset service 

provider 

Code used to identify the person or algorithm within the crypto-asset service provider taking the investment 

decision. The code shall be unique over time for each set of code or trading strategy that constitutes the 

algorithm and shall be used consistently when referring to the algorithm or version of the algorithm once 

assigned to it.   

For natural persons, the identifier specified in Article 9 shall be used 

If the investment decision was made by an algorithm automatically determining individual parameters of orders 

such as whether to initiate the order or its timing, price or quantity, the field shall be populated as set out in 

Article 8. 

Field only applies for investment decision within the firm. 

Where the transaction is for a transmitted order that has met the conditions for transmission set out in Article 11, 

{NATIONAL_ID} - Natural persons 

 

{ALPHANUM-50} - Algorithms 
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this field shall be populated by the receiving firm within the receiving firm’s record using the information received 

from the transmitting firm. 

42 Country of the branch 

responsible for the person 

making the investment 

decision  

Code used to identify the country of the branch of the crypto-asset service provider for the person taking the 

investment decision, as set out in Article 16. 

Where the person taking the investment decision was not supervised by a branch, this field shall be populated 

with the country code of the home Member State of the crypto-asset service provider or the country code of the 

Member State where the crypto-asset service provider has established its registered office. 

Where the transaction is for a transmitted order that has met the conditions for transmission set out in Article 11, 

this field shall be populated by the receiving firm within the receiving firm’s record  using the information 

received from the transmitting firm.  

This field is not applicable when the investment decision was made by an algorithm automatically determining 

individual parameters of orders such as whether to initiate the order or its timing, price or quantity. 

{COUNTRYCODE_2} 

43 Execution within firm Code used to identify the person or algorithm automatically determining individual parameters within the crypto-

asset service provider for the execution of orders such as whether to initiate the order or its  timing, price or 

quantity. 

For natural persons, the identifier specified in Article 9 shall be used If the execution was made by an algorithm 

automatically determining individual parameters of orders such as whether to initiate the order or its timing, price 

or quantity, the field shall be populated as set out in Article 8. 

{NATIONAL_ID} - Natural persons 

{ALPHANUM-50} - Algorithms 

CLIENT - Client 

44 Country of the branch 

supervising the person 

determining the conditions 

for execution 

Code used to identify the country of the branch of the crypto-asset service provider for the person determining 

the execution of the transaction, as set out in Article 16. Where the person responsible was not supervised by a 

branch, this field shall be populated with the country code of the home Member State of the crypto-asset service 

provider, or the country code of the country where the crypto-asset service provider has established its registered 

office This field is not applicable when the execution was made by an algorithm automatically determining 

individual parameters of orders such as whether to initiate the order or its timing, price or quantity. 

{COUNTRYCODE_2} 

45 Short selling indicator Designation to identify any sale of a crypto-asset which the seller does not own at the time of entering into the 

agreement to sell including such a sale where at the time of entering into the agreement to sell the seller has 

borrowed or agreed to borrow the share or debt instrument for delivery at settlement. 

‘true’ 

‘false’ 
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Annex II. Fields to be submitted in the ONCHAIN file 

 

Field 

No. 

FIELD CONTENT TO BE RECORDED Details to be provided 

1 Transaction hash 

 

Identifier enabling the unique identification of a specific transaction occurring on the network.  {ALPHANUM-140} 

2 Wallet addresses Code uniquely identifying the wallet, belonging to the buyer/seller, to which the crypto-asset is transferred. {ALPHANUM-140} 

3 Smart Contract Addresses Code uniquely identifying the smart contract address. {ALPHANUM-140} 

4 Timestamp Timestamp of the creation of the block. {DATE_TIME_FORMAT} 

5 Quantity/ Current Total 

Supply 

Ratio between the transferred quantity and the current floating amount of the asset.  

6 Token ID Digital Token Identifier {DTI} 

7 Gas fee Fees which are requested to cover the costs for the creation of a new block.  

8 Gas limit This is the maximum amount of “gas” that an on-chain user is willing to pay for the executions of a specific 

transaction.  

 

9 Data size This field is connected to the above. On-chain transaction can contain “attachments” in a specific data field that 

affect the “gas” required to process the transaction.  

 

10 To The unique identifiers for buyer and seller are usually generated by the DLT protocol on the basis of the 

buyer/seller wallet addresses.  

{ALPHANUM-140} 

11 From The unique identifier for seller usually generated by the DLT protocol on the basis of the seller wallet addresses. {ALPHANUM-140} 

12 Currency Currency code {CURRENCYCODE_3} 

{DTI} 

13 Transaction Record Number Identification number reported in Field 2 of Section 3 that is unique to the executing firm for each record to 

ensure that a link can be made between the on-chain report and the off-chain one. 

{ALPHANUM-140} 
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Annex III. Details of formats to apply in the fields of both files 

 

SYMBOL DATA TYPE DEFINITION 

{ALPHANUM-n} Up to n alphanumerical characters Free text field. 

{CFI_CODE} 6 characters ISO 10962 CFI code 

{COUNTRYCODE_2} 2 alphanumerical characters 2 letter country code, as defined by ISO 3166-1 alpha-2 country code 

{CURRENCYCODE_3} 3 alphanumerical characters 3 letter currency code, as defined by ISO 4217 currency codes 

{DATE_TIME_FORMAT} ISO 8601 date and time format 
Date and time in the following format: 

YYYY-MM-DDThh:mm:ss.ddddddZ. 

‘YYYY’ is the year; 

‘MM’ is the month; 

‘DD’ is the day; 

‘T’ – means that the letter ‘T’ shall be used 

‘hh’ is the hour; 

‘mm’ is the minute; 

‘ss.dddddd’ is the second and its fraction of a second; 

Z is UTC time. 

Dates and times shall be recorded in UTC. 

{DATEFORMAT} ISO 8601 date format Dates shall be formatted in the following format: YYYY-MM-DD. 

{DECIMAL-n/m} Decimal number of up to n digits in 

total of which up to m digits can be 

fraction digits 

Numerical field for both positive and negative values. 

decimal separator is ‘.’ (full stop); 

negative numbers are prefixed with ‘-’ (minus); Values are rounded and not truncated. 

{DTI} 9 alphanumerical characters Digital token identifier as defined in ISO 24165 standard 

{DTI_SHORT_NAME }  n alphanumeric characters DTI short name as registered according to the ISO  24165-2 data elements for registration of the DTI  

{INTEGER-n} Integer number of up to n digits   in 

total 

Numerical field for both positive and negative integer values. 

{ISIN} 12 alphanumerical characters ISIN code, as defined in ISO 6166 

{LEI} 20 alphanumerical characters Legal entity identifier as defined in ISO 17442 

{MIC} 4 alphanumerical characters Market identifier as defined in ISO 10383 

{NATIONAL_ID} 35 alphanumerical characters The identifier is derived in accordance with Article 9 and Annex II of Commission Delegated Regulation (EU) 2017/590 

 


