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Notice: This document is an informative translation of an officially released Spanish-language 

document, provided for information purposes only. In the event of any discrepancy between this 

translation and the text of the original Spanish-language document, the text of the original 

Spanish-language document shall prevail. 

To CNMV 

To the effects of article 227 of the Spanish Securities Markets Act, approved by Royal Legislative 

Decree 19/2018, dated 23 November, Applus Services, S.A.  hereby communicates the following  

OTHER RELEVANT INFORMATION 

 
Cyber-attack impacts Automotive inspection in the USA 
 
The Applus Group has detected and stopped a malware attack which has temporarily 
interrupted the process of conducting vehicle inspections in the eight states(1) in which it 
operates in the USA through its subsidiary Applus Technologies, Inc.  
 
The restoration involves resetting Applus Technologies' IT environment and will take some 
time to fully restore the functionality of vehicle inspections in the USA. Although it is likely that 
there has been no breach of personal or confidential client information, Applus Technologies 
has retained a computer forensic investigator to determine the scope of the malware attack. 
The affected operations accounted for approximately 2% of the Group revenue in 2020.  
 
Applus+ is working with its subsidiary to resolve the issue in a timely manner. 
 
The IT environment in the Automotive USA operations is separate from the remainder of the 
Automotive division and is separate from the rest of the Applus+ Group where operations 
continue as before with increased vigilance and protective measures in place.  
 
In Madrid on April 1st, 2021.  
 

Applus Services, S.A. 

(1) The states impacted are Connecticut, Georgia, Idaho, Illinois, Massachusetts, New York, 

Texas and Utah. 


